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Introduction and Overview

Kern School District believes technology enhances learning. The administration of the school, the community, parents, students and faculty can communicate and learn by using the schools' computer systems and technology resources. However, there are guidelines to protect the equipment and users who access the system. Each user must read and agree to abide by the schools' Acceptable Use Policies. Once users sign the consent form, they will be free to access the system, share information, and communicate electronically with others. 
Technology Mission Statement
The mission of the Kern School District is to provide students, faculty and staff with the technology resources and training to develop the skills necessary to become technology literate in a global society.

Technology Objectives
· Students, faculty and staff will develop the skills necessary to become technology literate while recognizing ethics, access, gender and age may create barriers.

· Students, faculty and staff will maintain and expand skill levels to foster learning and new technological approaches.

· The district will make available the most current hardware and software that are financially available to assist students, faculty and staff in obtaining their technology goals.

· Technology training will be provided to train students, faculty and staff in technology so that it may be used as learning and teaching tools across the curriculum.
Technology Access
Access to any and all district technology resources is a privilege and not a right. Access is given to students, faculty and staff who agree to use the district technology resources in a considerate, legal and responsible manner by signing an Acceptable Use Policy. Students are required to have parental permission.
The Information Technology Department reserves the right to perform file, communication and network maintenance and delete inappropriate files if necessary. Files and e-mail communications are not private. Technicians and Administrators can view both at any time.
User Responsibilities
· Students, faculty and staff are responsible for their behavior while using any district technology resources.

· The use of the network and the Internet are for educational purposes only and not for private use or entertainment.

· Students, faculty and staff must follow all software licensing agreements, copyright laws and fair use policies.

· Conserve print resources.

· Do not give your password to another person or use another person’s password to log in to the network.

· Do not change people’s passwords, trespass into their folder or files, or delete their files.
· Do not attempt to hack into any system.

· Do not modify any programs.

· Do not download executable files.

· Do not run or install any program that possibly contains a virus.

· Do not download or install any programs unless prior permission is obtained.

· Do not eat or drink near the computers and other electrical equipment.

· Students are not allowed to play games unless they are educational or they have permission.

· Non-educational chat rooms are prohibited.

· Do not intentionally send or display photos, graphics or words that are racist or sexually explicit.
· Do not use obscene language in e-mails, web pages or school related projects.

· Do not intentionally damage any of the district’s technology resources.

· Students, faculty and staff are responsible for damages and repair costs.

· Students and their parents or legal guardians are financially responsible for any goods or services purchased via the Internet.

· All students, faulty and staff are required to log off when finished working on a computer.

Privacy and Confidentiality 

A user is entitled to privacy and confidentiality. 
· No one may tamper with someone else's personal information. Personal information is private. A user may not communicate this information without the owner's permission. Similarly, no one will post another person's details without their consent. 

· Do not add personal information to any e-mail or other electronic communication channels. Users may not publish their personal details or identity to strangers for safety reasons. Meeting cyber acquaintances is dangerous. Do not attempt to meet anyone you have only met online.
The school will not publish a student's name or photograph on the Internet.

Intellectual Property and Copyright

The owner of an original work in whatever form must receive credit for his/her creation. Whenever in doubt about whether you can use the material or not, ask the owner for permission. Plagiarism is a legal matter. Those who do not give credit or receive permission are stealing. Violation of copyright laws and fair use policies is illegal. The law protects intellectual property whether it has a copyright or not. 
Administrative Chain of Command

The Principal will be responsible for the technology resources available in the school and will coordinate with the technology coordinators, district and state as necessary. The Principal will be responsible for interviewing and hiring qualified Technology Coordinators and staff who will maintain the integrity and philosophy of the school.

The Technology Coordinators will be responsible for the following: 
· provide student, faculty and staff training that are in alignment with the National Educational Technology Standards (NETS)
· establish a supervision policy for student technology usage
· update as necessary the Acceptable Use Policy  
· maintain the school’s website, LAN, network and overall security 

Faculty will maintain an expected level of technology ability and strive to meet the NETS established for teachers. Faculty will work with the Technology Coordinators to bring technology into the classroom and integrate technology into all areas of the curriculum.
Censorship
Within reason and acceptable practices, freedom of speech and access to information on the Internet will be honored.
Security

The district will have a security system set up for the computing system. Each person will have a personal password and username so that all of their information will be kept private. Firewall security will be installed to filter inappropriate websites.
Legal Liabilities
The district will not be liable for any illegal information that is downloaded or any illegal activity that has taken place. Each person who uses the schools computer system will be liable for his/her actions and the information they view or use.
Resource Management
Each student, faculty and staff member has the right to use the computer systems provided by the school. Each student, faculty and staff member may use the computer system for school purposes and not for personal use. Games should not be played or accessed during class time and can only be played during free time with prior permission. 

Implementation and Enforcement Procedures

The Kern School District Technology Planning Committee (TPC) is responsible for adopting general guidelines for the implementation of this policy. Informational services (i.e.: FTP / Gophers / Web page Servers with the exception of Electronic mail) via the network must be reviewed and approved by the TPC. Academic or Administrative areas/units may adopt additional guidelines for the use of their own systems and are responsible for making this policy and those guidelines available to all users. 
Consequences of Misuse for Specific Levels of Violations

Violations of this policy, including any appendices, shall be cause for discipline. Alleged violations of this policy shall be subject to the procedures outlined in the Kern School District Board Policies, Personnel Procedures Manual, District collective bargaining agreements, the Student Handbook, and the Student Code of Conduct. The Kern School District treats access and use violations of computing facilities, equipment, software, information resources, networks, or privileges seriously. Unauthorized or improper use will lead to the possible revocation of the user access. The Kern School District may also require financial restitution for violation of the usage guidelines. The Kern School District will pursue criminal and civil prosecution of violators when appropriate. 
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Consent Form

Parent / Student / Teacher / Other _________________

I have read Kern School District Acceptable Use Policy. I understand that I must respect others and their work. If I break one of the terms of agreement, I understand that I will be breaking the law and that I may be subject to legal action.

___________________________________________________________________

Full Name                                                                                    School

___________________________________________________________________

Signature                                                                                      Date

Parent / Student / Teacher / Other _________________

I have read Kern School District Acceptable Use Policy. I understand that I must respect others and their work. If I break one of the terms of agreement, I understand that I will be breaking the law and that I may be subject to legal action.

___________________________________________________________________

Full Name                                                                                    School

___________________________________________________________________

Signature                                                                                      Date

Parent / Guardian Agreement (required for minors under the age of 18)

I want / I do not want my son / daughter use the Internet. 

I want / I do not want my son's / daughter's work published on the Internet.

The students' names or photographs will not appear on the Internet.

____________________________________________________________________

Parent/Guardian (Full Name)

____________________________________________________________________

Signature                                                                                      Date               
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